
LSUHSC Password Policy 

 
1. The password must contain characters from three of the four following categories: 

 English upper case letters (A-Z) 

 English lower case letters (a-z) 

 Base 10 digits (0-9) 

 Non-alphanumeric characters: @, #, $, _ 

2. The first character must be a lower case or an upper case character (a-z, A-Z). 

3. The password must be no less than 10 characters. 

4. The password must be different from the previous 14 passwords used. 

5. The password must be changed at least every 70 days, and will remain valid for 70 days. 

6. The password cannot be changed more than once in 24 hours. 

7. The password cannot contain the UserID as a substring. 

8. The password cannot contain any token from the user’s display name field as a substring. A token 

is defined as a string of consecutive letters delimited by any non-letter character. Only entire 

tokens that are at least three characters long are checked; parts of longer tokens are not checked. 

 
Useful Links 
Password Creation Tips 
http://www.lsuhsc.edu/administration/ocp/password_help_page.aspx 
 

LSUHSC Change Password Application 
https://www.lsuhsc.edu/changepassword/ 
 

LSUHSC Security Questions 
https://intranet.lsuhsc.edu/passwordprotect/ 
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